To students in ATG 383:

The AICPA just released 20 questions from the Auditing part of the CPA exam. Ten of these questions relate to material covered in this course.

Review the questions and determine the answers. You will see some of these questions on your final exam.

Please note the depth of coverage on the CPA exam. These questions should not be too difficult if you kept up with the material in this course. 

The CPA exam is extremely passable if you do your homework. 

Good luck with your finals!!

3. Which of the following factors most likely would heighten an auditor's 

concern about the risk of fraudulent financial reporting?

A.  Large amounts of liquid assets that are easily convertible into

cash.

B.  Low growth and profitability as compared to other entity's in the

same industry.

C.  Financial management's participation in the initial selection of

accounting principles.

D.  An overly complex organizational structure involving unusual lines

of authority.

4.  An auditor suspects that certain client employees are ordering 

merchandise for themselves over the Internet without recording

the purchase or receipt of the merchandise. When vendors' invoices arrive,

one of the employees approves the invoices for payment. After the invoices

are paid, the employee destroys the invoices and the related vouchers. In

gathering evidence regarding the fraud, the auditor most likely would 

select items for testing from the file of all

A. Cash disbursements.

B. Approved vouchers.

C. Receiving reports.

D. Vendors' invoices.

5.  Which of the following is a computer program that appears to be 

legitimate but performs some illicit activity when it is run?

A.  Hoax virus.

B.  Web crawler.

C.  Trojan horse.

D.  Killer application.

6.  Which of the following procedures would an entity most likely include 

in its disaster recovery plan?

A.  Convert all data from EDI format to an internal company format.

B.  Maintain a trojan horse program to prevent illicit activity.

C.  Develop an auxiliary power supply to provide uninterrupted

electricity.

D.  Store duplicate copies of files in a location away from the computer

center.

7.  Which of the following characteristics distinguishes electronic data 

interchange (EDI) from other forms of electronic commerce?

A.  EDI transactions are formatted using standards that are uniform

worldwide.

B.  EDI transactions need not comply with generally accepted accounting

principles.

C.  EDI transactions ordinarily are processed without the Internet.

D.  EDI transactions are usually recorded without security and privacy

concerns.

9.  Which of the following is an encryption feature that can be used to 

authenticate the originator of a document and ensure that the message is 

intact and has not been tampered with?

A.  Heuristic terminal.

B.  Perimeter switch.

C.  Default settings.

D.  Digital signatures.

14.  Which of the following matters would an auditor most likely consider

to be a reportable condition to be communicated to the audit committee? (Note: Reportable condition is an internal control weakness.)

A.  Management's failure to renegotiate unfavorable long-term purchase

commitments.

B.  Recurring operating losses that may indicate going concern problems.

C.  Evidence of a lack of objectivity by those responsible for

accounting decisions.

D.  Management's current plans to reduce its ownership equity in the

entity.

18.  In building an electronic data interchange (EDI) system, what process 

is used to determine which elements in the entity's computer system 

correspond to the standard data elements?

A.  Mapping.

B.  Translation.

C.  Encryption.

D.  Decoding.

19.  Which of the following is a password security problem?

A.  Users are assigned passwords when accounts are created, but do not

change them.

B.  Users have accounts on several systems with different passwords.

C.  Users copy their passwords on note paper, which is kept in their

wallets.

D.  Users select passwords that are not listed in any online dictionary.

20.  Which of the following passwords would be most difficult to crack?

A.  OrCa!FlSi

B.  language

C.  12 HOUSE 24

D.  pass56word
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